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eter Security

Continual employee 
education, awareness 
and training

Human Element

Network Security

Real-time protection 
(Antimalware and 
Multi-factor 
authentication)

Endpoint Security

Endpoint Security

Rules and configurations 
to secure accessibility 
and integrity. (VPN)

Network Security

Monitoring and alerting 
suspicious behavior 
(IDS/IPS, Firewall)

Perimeter Security

Human Element

Timely patching, 
and restricting 
unwanted services

Application Security

Applic
ation Security

Secure data in any 
state, sensitive data 
encryption

Data Security
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Monitoring 
& Response

Policy
Management

Secured data, 
on-premises and 

in the cloud

Yo

ur Critical Assets

Operations and security 
teams monitor, detect 
and remediate attacks 

Managing the procedures 
and rules everyone must 
follow when accessing 
and using your IT assets 
and resources.

A Multi-Layered Approach to Data Security
Six layers of security protection options to shield your data from lurking threats.   

Streamline and simplify your security management with STS, 
call 800.228.3628 or visit www.scantron.com/security
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